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What this presentation is about 

Included: 
 
1) Controlled Vocabulary  
2) Good record keeping 
and meta data 
3) Access controlling and 
security  
4) Version controlling 
and tracking 
 

Not included: 
 
1) Data Storage  
2) Non digital data 
3) Intellectual property, 

copyright and 
ownership 

4) Data retention 



Controlled Vocabulary  



Controlled Vocabulary  

• Controlled vocabularies ensure shared understanding of the 
terminologies used in taxonomies and classifications.  
 

• Using established vocabularies promotes interoperability, 
discovery and re-use of data. 

 
• Goal of Controlled vocabulary 



 

Controlled Vocabulary examples  
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Controlled Vocabulary  

1. Find and learn about controlled vocabularies relevant 
to research. 

2. Access those vocabularies and reuse them in your 
community. 

3. Integrate vocabularies into your local information 
systems at a technical level. 

4. Upload and describe a vocabulary to share with others. 
5. Make a vocabulary machine readable (more easily 

integrated into other's systems). 
6. Create new or import existing vocabularies 

and manage them with your community's input. 
 



Controlled Vocabulary  



Controlled Vocabulary  

• Identifiers  
• File naming  
• Classification systems  
 
 



Organize Files Logically 

 

  Make sure your file system is 
  logical and efficient 

Project 1 

Time_point1 

Time_point2 

Biomarkers 

Anthropometrics  

Biodiv_H20_heatExp_2005_2008.csv 
Biodiv_H20_predatorExp_2001_2003.csv 
 

Biodiv_H20_planktonCount_start2001_active.csv 
Biodiv_H20_chla_profiles_2003.csv 

Project 
Name 

Location Experiment 
Name 

Date File 
Format 



Choosing File Formats 

• Accessible Data (in the future) 
• Non-proprietary (software formats) 
• Open, documented standard 
• Common, used by the research community 
• Standard representation (ASCII, Unicode) 
• Unencrypted & Uncompressed 
• Easy to track changes 
• Easy to be converted 
• Minimal human intervention  
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 Good record keeping and meta data 

 
Metadata is data about data; information about information. 
 

Metadata is structured information associated with an object for purposes of discovery, description, use, management 

and preservation (NISO, 2007).  

A. Descriptive metadata (sufficient detail to uniquely identify it and enable its retrieval/discovery) 

B. Structural metadata (understanding how objects relate to each other and other entities) 

C. Administrative metadata (when and how it was created, file formats, technical details, and access rights.) 

 • Rights Management  (legal issues such as intellectual property rights, privacy and 

 confidentiality;) 

 • Preservation metadata (archive and preserve the resource.) 



 Good record keeping and meta data 

 
General and discipline based standards  
Metadata can be generated manually, or it can be 
created automatically. 
 
Within data base or in separate files 
 
Examples: Dublin Core ; Data Documentation Initiative 
(DDI) 
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Data Dictionary 

Project Documentation Dataset Documentation 

• Context of data collection 

• Data collection methods 

• Structure, organization of data files 

• Data sources used 

• Data validation, quality assurance 

• Transformations of data from the 
raw data through analysis 

• Information on confidentiality, 
access and use conditions 

• Variable names and descriptions 

• Explanation of codes and schemas 
used 

• Algorithms used to transform data 

• File format and software (including 
version) used 
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Access controlling and security  

 
  
 

• Keep master copy to an assigned team member 
• Restrict write access to specific members 

(developers) 
• Record changes with version control 
• Keep confidential data off internet servers (or 

behind firewalls), put sensitive materials on 
computers not connected to the internet 



Access controlling and security  

 
  
 

• Physical security… who has access to your office. 
• Computer: Keep virus protection up to date, does 

your computer have a login password, not sending 
personal or confidential data via e-mail or FTP, 
transmit via encrypted data, imposing confidentially 
agreements for data users  
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Version controlling and tracking 

 
  
 



 
  
 



 
  
 

Version controlling and tracking 



 
  
 

Conclusion  
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Contact info 

 
  
 

• Email: mlotfaliany@student.unimelb.edu.ac  
• Tel: +61 450 55 1367 

 
• Please don’t hesitate to contact me! 

mailto:mlotfaliany@student.unimelb.edu.ac

